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Dashboard Transport streams  loT radio profiles  Zigbee service profiles  Zighee socket device profiles Once yOU have Selected
loT you will see a screen

Ak S with 4 tabs across the top.
Roles & Policies NAME TYPE URL STATE REPORTING INTERVEL i SeleCt Transport Streams
Access Paints Blyott-Demo Telemetry-Https http://proxylocator.blyott...  Enabled 60 and the plus S|gn to add a
AP Groups Enocean Telemetry-Websocket ws://green-ape-29.mobiu... ~ Enabled 15 new Stream
Authentication
HEEES i = (please note. In this
Interfaces example there is an
Controllers Enocean stream already
System Configured)
Tasks
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Dasnboand Transport streams loT radio profiles Zigbee service profiles Zigbee socket device profiles

" You will now see a new
menu appear below the
New transport stream plus sign. First name the

WLANSs
Roles & Policies

Access Points

Name: 4 Name the Tansport Stream Strea m
AP Groups
State: Enable Disable .
Authentication open drop down and select Then Server type We WI I I be
Seryi Server type: Meridian-Beacon-Management v ——— Telemetry Websocket SI n the Tele met
ervices
Server URL: 4 enter the Server URL e.@s.,/greer\» u g I'y
Interfaces ape-29.mobiusflow.io:30817/mobiusflow We bSOCket.
Controllers Device classes:
aruba-beacons . .
Sysiem You will be given a server
Reporting interval: 600 seconds .
. URL to point the sensor
Authentication 1 1
Redundancy information at and

Method: Use credentials Use Token Client credentials H
credentials.

Access token: ooy you will be given a token or access credentials depending on
P the Data lake ie IAConnects (Mobious Flow)

Maintenance - This example is Mobius
Flow to allow the sensors

to report directly to their

> Device filters dashboard

> AP groups

> Proxy server
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Dashboard

Transport streams
Name:

WLANSs State:

Roles & Policies Server type:

|oT radio profiles Zigbee service profiles

Enocean
Enable Disable
Telemetry-Websocket <

Access Points Server URL: ws://green-ape-29.rr
AP Groups
AL — wiliot
uthentication 75D
Services Device classes: Sefial:dlata
exposure-notification
Interfaces onity
minew
Controllers
soogle
System Reporting interval: 15 conds Report only device counts
Tasks BLE packet forwarding:
Text
Redundancy RSSI reporting format: average Vv <

Environment type:

Maintenance

> Authentication
> Proxy server
> Device filters
AP groups
Available AP

groups
default
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office b \

Selected AP
Groups

Homelab

Zigbee socket device profiles

Once TeleWebsocket is selected choose serial-data from the
drop down bown and not the enocean sections

Change the reporting time to less than 60

you are able to select a reoporting format, Average is
default or smooth

Choose your enviroment form office to custom

When Telemetry
Websocket has been
selected a menu box will
appear. These are the
device options. Select
Serial-Data.

Change the reporting
interval to 15 seconds.

The RSSI reporting format
can be changed to Smooth
or average.

And the environment type
can be changed to suit the
installation




Dashboard
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Roles & Policies
Access Points
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Services
Interfaces
Controllers
System

Tasks

Redundancy
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Transport streams

Device classes:

Reporting interval:

loT radio profiles

aruba-tags
zf-tags

Zigbee service profiles

enocean-sensors

enocean-switches

ibeacon
all

15

BLE packet forwarding:

RSSI reporting format: average Vv

Environment type:

> Authentication
> Proxy server
> Device filters

AP groups
Available AP
groups

default
NoAuthApGr

office v

Selected AP

Groups
Homelab

»

<«

Zigbee socket device profiles

seconds Report only device counts

select the AP group the

ongle is placed into

Finally, move the AP group
associated with the
sensors into the selected
AP group.

This should now set up the
USB Dongle to talk to the
sensors and report back to
the Dashboard of choice.
Mobius Flow is the
dashboard used in this
example and the server url
and token were generated
by IAConnects.




Dashboard ¢ & TRANSPORT STREAMS @) DEVICES

] ’ A ; .
Show transport streams with most data transferred v Show devices by device class Vv By Selectlng Dashboards

Infrastructure fl’0m the Managed Network
in your Hierarchy view, you

e _
Blyott-Demo
Securit N h I T
ury @ Aruba Beacons (30) Ca See t e O

Services 37 @ iBeacon (18) daShboard

@ Minew Sensor (4)
oo™ I This shows again the
aintenance connection to your choice
T\ ommatne of endpoint and the data
transport streams in total * Physical devices can have multiple device classes paSS|ng through the AP
and Controller

Overview

Devices*

|1oT e )
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Configuration

when configured you will see data from the streams being produced
by the sensors
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(VMC1) #show ble_relay disp-attr all

——————————————————————————— Profile[Enocean]------======-==-=====—-co--
NebSocket Connect Status : Connection Established

NebSocket Connection Established . Yes

Cocation Id . Not Configured

Websocket Address : Ws://green-ape-29.mobiusflow.10:30817/mobiusflow
WebSocket Host : green-ape-29.mobiusflow.1i0:30817
WebSocket Path T MODLUSTLOW

Vlan Interface : Not Configured

{urrent WebSocket Started at : 2021-05-10 05:53:05

_.ast Send Time : 2021-05-13 10:25:29

Websocket Write Stats . 12204 (2310595B)

Websocket Write WM : 0B (@

Websocket Read Stats . 1 (61B)

WebSocket Connect Request . Yes

Tag Logging . Off

WS LoglLevel 331

BR LogLevel 0 (0x0)

Note: BR Loglevel List: AP-Transport-Profile (@x1), APB Info (0x2), CLI (@x4), Config (@x8), Beacon Mgmt (0x10),

Asset Tracking (0x20), Telemetry WS (0x40), Telemetry HTTPS (@0x8@), ZF (0x100), SB API(0x200), WSS (0x400).
Note: WS Loglevel List: Error (0x1), Warn (0x2), Notice (0x4), Info (0x8),

Debug (0x1@), Parser (0x20), Header (0x4@), Ext (0x80), Client (0x100), Latency (0x200).

ey #
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Open a CLI and connect to
your controller and run the
following command:

#show ble relay dist-attr all

As you will see a
connection has been made
via websocket and
confirmation of the
destination and
timestamps are available.




